
AECID can be integrated 
into existing security 

information and event 
management (SIEM) 

solutions

AECID is self-learning and sits 
at the interface between system 

and end device

Supports the requirements of 
the Cyber Security Act and the 

General Data Protection 
Regulation (GDPR) Supports the cyber security 

team in their work and 
reduces the time window in 
which the system is at risk

AECID monitors events 
on the end device and 

triggers an alarm in the 
event of an incident

Social engineering attacks 
bypass technical barriers

Protection against unknown 
malware is not possible

Cost savings through efficient 
handling of cyber security incidents

AECID detects social 
engineering attacks by

analysing system behaviour

Advanced Persistent Threats 
(APTs) remain undetected until
it is too late

Critical infrastructures are
at especially high risk

EXISTING 
IT-SYSTEM

AECID is based on AI and 
learns normal system 

behaviour through 
continuous observation

AECID also detects 
technical faults

AECID is an intelligent
sensor for detecting 

unknown cyber attacks 
on IT systems

Fast implementation with 
minimum configuration effort

in legacy systems and IT systems 
with low market share

Does not need detailed
knowledge of the system 

to be protected
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Authentication

AECID supports
the implementation of

security standards, e.g.
ISO 2700x, IEC 62443, etc.

Information & contact:
https://www.ait.ac.at/aecid
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